
FUTURE of CYBER 
CALL for PAPERS

Basic Information
Three-day professional event - a set of security workshops as the official 
professional accompanying programme of the international project FUTURE 
FORCES FORUM (FFF), enabling meeting experts and representatives of the 
public sector, security and armed forces to discuss key issues in the field of 
current and future threats and trends in information technology, cybersecurity 
and defence.

The event will be complemented by a Live Hacking Show in the so-called Live 
Hacking Zone. The Hacking Zone will also provide an opportunity for each 
participant to test selected partner technologies in real hacking tests and to 
solve selected hacker tasks within the contest. The objective of this professional 
event is to identify challenges for the national, private and academic sectors in 
the areas of security and mutual cooperation and also to introduce business 
opportunities within cyber security and critical infrastructure protection.

Under the auspices of Media partners

Event Main Topics
 � Current cyber threats and trends
 � Cloud Security
 � The Future of Cyber Defence
 � Forensic analysis
 � Data theft and protection

 � New generation IDS / IPS
 � Advanced cyber threats
 � Ransomware
 � Access control and authorization

Expected Auditorium
 � Experts in the field of information and cyber security;
 � Representatives of the state administration and institutions managing 
important information systems;

 � Representatives of CIIP organizations;
 � Representatives of private sector using cloud services and operating their 
own proprietary information systems, in particular banks, telecommunication 
companies, large industrial enterprises, etc.;

 � Experts from organizations for which data protection and information systems 
are the important part of their business;

 � Representatives of academia.

Programme Committee
Chairman
Mr. Petr JIRÁSEK, Chairman, AFCEA Cyber   Security Working Group 

Honorary Chairmen
Mr. Dušan NAVRÁTIL, Director, The National Cyber and Information Security Agency 
(NCISA) of the Czech Republic
Doc. Josef POŽÁR, Vice-Rector, Police Academy of the Czech Republic in Prague
BGen. Prof. Bohuslav PŘIKRYL, Rector, University of Defence in Brno

Members (in alphabetical order)
Col. (Ret.). Miroslav BRVNIŠŤAN, President, AFCEA Slovak Chapter
Mr. Jaroslav BURČÍK, Director, ITU Center, FEL, CTU in Prague
BGen. Ľubomír GACKO, Ministry of Defence, Slovak Republic
Lt.Col. Petr HRŮZA, University of Defence in Brno
Col. (Ret.) Ladislav KOLLÁRIK, Vice-President, AFCEA Slovak Chapter
Mr. Karel MACEK, Head of Cyber   Security Department, Ministry of Labor and Social 
Affairs of the Czech Republic
Mr. Tomáš MÜLLER, President, AFCEA Czech Chapter
Mr. Jiří PALYZA, National Center for Safer Internet (NCBI)
Mr. Jaroslav PEJČOCH, Member, ICT Union
Mr. Vladimír ROHEL, Director, Security Department, NAKIT
MGen. (Ret.) Erich STAUDACHER, General Manager, AFCEA Europe
Mr. Jaroslav ŠMÍD, Deputy Director, The National Cyber and Information Security 
Agency (NCISA) of the Czech Republic
Mr. Miroslav TŮMA, Director, Department of Cyber   Security and ICT Coordination, 
Ministry of Interior of the Czech Republic

SMART CYBER
DEFENCE
WORKSHOPS

MAKE YOUR LIFE BETTER AND SAFER
17 - 19 October 2018, PVA EXPO PRAGUE, Czech Republic

Organized within the European Month of Cyber   Security

In cooperation with
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Important Dates
Workshops Registration from      1 April 2018
Preliminary Workshops Programme   1 July 2018
Final Workshops Programme    1 October 2018

For more information, please contact:
Petr JIRÁSEK  /workshops programme and speakers/ BGen. (Ret.) Jaroslav DIENSTBIER  /partners and exhibitors/
E-mail: petr.jirasek@cybersecurity.cz E-mail: dienstbier@future-forces-forum.org
Tel.: +420 603 245 240  Tel.: +420 601 335 470 
www. future-forces-forum.org  www. future-forces-forum.org

Conference Main Partner


